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# 引言

## 编写目的

针对指纹识别技术编写本次测试计划，本文档对具体后续测试工作安排进行规划，一方面使整个项目组明确测试进度、人员分配及主要职责等；另一方面该文档定义软件测试策略、方法、范围、进度、资源等，指导测试活动的进行，使测试组成员对具体工作有更清晰的了解，按照测试计划进行后期测试工作的开展。从根本上保证APP的切实可行性。

该计划阅读对象包括：测试人员、开发人员、项目其他人员。

## 背景

项目名称：指纹识别技术一期

项目提出者：河北师大软件学院火箭队

开发人员：火箭项目组

测试人员：火箭测试组

项目目标：为公司提供指纹识别技术，获得更加真实的出勤情况。

## 参考资料

《指纹识别技术项目章程V1.1. docx》

《指纹识别技术需求确认书 V1.1. docx》

《指纹识别技术 V1.1.eap》

《进度计划.mpp》

## 测试提交成果

《指纹识别技术测试计划.doc》

《指纹识别技术测试用例.doc》

《指纹识别技术缺陷报告》

《指纹识别技术测试总结报告.doc》

# 测试需求

本项目假设员工录入指纹后可直接签到。重点进行功能、界面、易用性、兼容性及性能测试。

本阶段测试重点针对客户端进行测试。主要测试范围如下：

客户端功能：登录、注册、指纹录入。

功能性测试范围

### 测试功能模块：

|  |  |  |  |
| --- | --- | --- | --- |
| 移动设备客户端 | 模块 | 优先级 | 说明 |
| 登录 | 高 | 用户登录 |
| 注册 | 高 | 用户注册 |
| 录入指纹 | 高 | 检查签到的员工的指纹和指纹库的自己的指纹是否匹配 |

# 测试策略

## 测试类型

主要进行功能测试，功能测试之后进行界面/易用性测试，测试的过程中迭代使用BVT/回归测试。

### 功能测试

**概述：**主要验证移动设备客户端的功能是否满足《需求确认书.docx》中所规定的的功能性需求。

* **目标：**确保软件需求说明书中要求的各个功能模块全部按需求实现。

|  |  |
| --- | --- |
| **测试目标** | 所有功能测试需求项的功能实现。 |
| **测试方法和技术** | 按照测试需求、通过准则、测试用例，采用黑盒测试法，核实以下内容：  在使用合法数据时得到正确的结果（客户端、中间件及数据库数据同步验证）。  在使用非法数据时显示相应的错误信息或警告信息。  各个功能模块的功能都得到了正确的应用。 |
| **完成标准** | 计划的测试已全部执行。  发现的缺陷修复率达到通过准则要求。  不能实现的功能测试需求项开发组给出了合理的说明或作了需求变更。  所作修改是否已达到需求所定义的。 |
| **需考虑的特殊事项** | 客户端、中间件及数据库三开发组开发进度不同导致功能模块不完整，延缓测试进度。 |

### 界面/易用性测试

* **概述：**主要是使用户与软件之间的交互能够正常且简易地进行。
* **目标：**达到以下目标：
  + 确保各种浏览及各种访问方法（触屏、按键）都使用正常；
  + 确保各年龄段人群使用，尤其是要兼顾年龄大的用户；
  + 以符合标准和规范、直观性、一致性、灵活性、舒适性、正确性、使用性7要素为基础，作为界面及易用性测试的标准。

|  |  |
| --- | --- |
| **测试目标** | 查看界面排版、文字格式等美观性元素，简单快捷的支持用户操作等。  APP使用WEB界面：简洁、操作流程清晰。  客户端ionic编写：简单、易用 |
| **测试方法和技术** | 根据整体架构设计及界面原型检验页面元素 |
| **完成标准** | 计划的测试已全部执行。  发现的缺陷修复率达到通过准则要求。 |
| **需考虑的特殊事项** | 兼顾员工使用。 |

### BVT/回归测试

* **概述：**每当软件发生变化时，必须重新测试原来已经通过测试的区域，验证修改的正确性及其影响。
* **目标：**验证修改后的BUG，查看是否影响了其他的功能。

|  |  |
| --- | --- |
| **测试目标** | 验证修改后的BUG,原先的BUG是否已经修复,并且查看是否影响其他的功能流程。 |
| **测试方法和技术** | 主要是验证前一版本提交的BUG,按照提交BUG时给定的数据在最新版本上进行操作验证。 |
| **完成标准** | 修复的BUG得到预先需求的确认。 |
| **需考虑的特殊事项** |  |

## 版本发布策略

原则1：当进行首轮测试时，若系统主干功能不能通过冒烟测试，则需要开发组重新发布版本，再对新版本进行首轮测试

原则2：遵循每日构建原则。每日构建工作由测试团队负责，每日发布新的测试版本（Build）并对其进行BVT测试，BVT测试通过后针对该Build进行细测。要求：每个成功的Build都应该通过BVT测试。

原则3：每当完成修复就建立新版本，并进行BVT测试，如果未通过BVT测试（仍存在bug过多或bug级别严重），则可要求重新发布版本，进行第二次BVT测试。

## 阶段测试策略

针对实际项目情况，测试阶段分为：

1、**单元测试阶段：**由开发人员针对个人负责的单元或模块进行单元测试。通过本阶段后进行下一阶段。

2、**冒烟测试阶段：**验证系统第一版本的关键功能，目的验证该系统版本是否可用，是否能进行具体功能细测，若出现过多限制后续测试的阻塞级别bug，则需要请开发组发布新版本。

3、**初测/细测阶段：**重点验证软件功能是否满足需求，该阶段由测试人员完成。测试成员对功能点进行独立测试，并编写简易的测试用例。同时，在该用例执行中记录该用例执行的状态（通过 / 未执行 / bug ID）

4、**BVT测试阶段：**针对新Build进行版本功能验证，通过后方可进行新功能点的细测阶段。

5、**回归测试阶段：**重点在于验证bug是否解决及相关功能是否受影响。

## Bug管理策略

### 缺陷管理工具

采用Redmine缺陷管理系统进行缺陷实时提交和跟踪。

Redmine缺陷管理系统地址：搭建未完成，需另行通知

Redmine登录名：个人的姓名全拼 如：裴军霞的用户名为 peijunxia

Redmine默认密码：个人EDU邮箱密码

### 错误优先级

立刻级别：必须立即修改；

紧急级别：立即修改（最长时间不得超过2天）；

高级级别：在投入正式运行前修改；

普通级别：在投入正式运行前大部分需修改，未修改的缺陷需进行讨论；

低级别：可延期修改或不修改。

### 错误识别依据

1. 需求文档
2. 技术规格说明

### 严重程度分类

|  |  |
| --- | --- |
| **严重程度** | **现象** |
| 严重 | ①   用户需求未实现（影响到用户完成业务）；  ②   用户需求实现错误（影响到用户完成业务）；  ③   导致被测软件响应明显很慢（假死）、死机、非法退出、崩溃；  ④   导致后台数据受损或丢失 |
| 中等 | ①用户需求实现错误（不影响用户完成业务、用户使用不频繁)；  ② 用户操作过程中系统出现异常报错，但不影响系统功能的使用。  ③用户使用不频繁的功能，响应时间超出忍耐限度；  ④ UI上存在错误引导用户的信息。 |
| 轻微 | ①   UI控件不符合界面规范。  ②   影响UI友好性 |

## 进度反馈策略：

1. 项目组内部每天以日报的形式沟通当日工作内容、进展、计划
2. 测试全部完成后，由测试管理人员向开发组反馈测试整体情况

## 内部例会

1. 执行测试阶段开始后，测试组每天上班前进行测试的作战会议

# 测试环境

|  |
| --- |
| **软件环境（相关软件、操作系统等）** |
| 服务器：Windows Server 2003+SQL Server 2005 +office excel+Excel Server |
| 客户端：Andriod（手机），JDK+Eclipes（pc） |
| 中间件：JDK+Eclipes |
| **硬件环境（网络、设备等）** |
| 测试服务器：尽量模拟真实运行环境 |
| 客户端：单元测试阶段使用PC的手机模拟程序，系统测试阶段使用安卓手机 |

# 测试工具

|  |  |  |  |
| --- | --- | --- | --- |
| **用途** | **工具** | **生产厂商/自产** | **版本** |
| 缺陷跟踪 | Redmine |  |  |
| 测试用例 | Test link |  |  |

# 通过准则

1. 所有的测试类型都执行并达到完成标准。
2. 需求覆盖率达到100%。
3. 立刻\紧急\高级别的错误修复率达到100%。
4. 普通级错误的修复率达到90%以上。
5. 严重、中等缺陷修复率100%，轻微类型缺陷个数控制在5个。

# 里程碑及人员分配

|  |  |  |  |
| --- | --- | --- | --- |
| **阶段** | **区间测试任务** | **阶段完成标志** | **人员** |
| 测试计划  （9月20日） | 阅读需求，编写测试计划（生成V1.0），分派测试任务。 | 提交《指纹识别技术测试计划》并通过评审。 | 李照钰 |
| 设计阶段  （9月20日—10月7日） | 熟悉系统需求并设计测试用例；测试中同步细化、更新用例。 | 提交《指纹识别技术测试用例设计》。 | 测试组成员 |
| 执行功能测试  （10月15日—10月20日） | 客户端功能测试，参照开发进度开展；  同步进行客户端与中间件交互测试；  同步进行BVT及回归测试。 | 达到通过准则 | 测试组成员 |
| 测试总结报告编写  （10月21日） |  | 提交《指纹识别技术测试总结报告》。 | 李照钰 |

# 细化测试任务

|  |  |  |
| --- | --- | --- |
| **阶段** | **功能模块分配** | **人员** |
| 设计阶段  （9月20日—10月7日） | 刘海迪：登录+注册  秦一诺：点赞、收藏  杜曼：搜索、评论  李照钰：制定个人计划、上传作品、更换头像  吴晨雨：修改个人资料 | 测试组成员 |
| 执行功能测试  （10月15日—10月20日） | 测试组成员：客户端功能模块 | 测试组成员 |
| 测试总结报告编写  （10月21日） |  | 李照钰 |

# 测试风险分析

## 计划风险

1. 项目进度较紧张且项目组各成员工作安排紧密，在任务提交及时性上存在风险
2. 项目组开发进度不吻合，沟通上容易存在问题